
SEAPATH and cybersecurity
SEAPATH follows the applicable cybersecurity guidelines defined by the ANSSI in the DAT-NT-28/ANSSI/SDE/NP document . Several mechanisms have 
been taken into account in order to guarantee system’s security:

System hardening
Disk encryption
Secrets storage and protection
Process isolation
Privileges management policy
Connection encryption
User authentication process

https://cyber.gouv.fr/publications/recommandations-de-securite-relatives-un-systeme-gnulinux
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